# ПРИКАЗ

«\_\_\_» \_\_\_\_\_\_\_\_\_\_\_\_ 201\_\_ г. № \_\_\_\_\_

О введении режима защиты персональных данных

и назначении ответственных за обеспечение

безопасности персональных данных и создании

системы защиты персональных данных

В целях обеспечения защиты персональных данных в ООО «» в соответствии с требованиями Федерального закона от 27 июля 2006 года № 152-ФЗ «О персональных данных», постановления Правительства Российской Федерации от 01.11.2012 № 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных» и Приказом ФСТЭК России от 18 февраля 2012 года № 21

ПРИКАЗЫВАЮ:

1. Ввести в ООО «» режим защиты персональных данных в соответствии с законодательством РФ о персональных данных.
2. Режим защиты персональных данных, осуществлять в соответствии с Положением об обработке персональных данных.
3. Ответственным за обеспечение безопасности персональных данных в ООО «» назначить ***\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_***
4. В случае отсутствия ответственного за обеспечение безопасности персональных данных в ООО «» по причине отпуска, болезни, командировки или иным причинам его заместителем назначить ***\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_***
5. Ответственному за обеспечение безопасности персональных данных в ООО «» организовать работу по созданию системы защиты персональных данных в соответствии с требованиями руководящих документов по защите персональных данных.
6. Администратором безопасности автоматизированных систем и информационной системы персональных данных ООО «» назначить ***\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.***
7. Администратором автоматизированных систем и информационной системы персональных данных назначить ***\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_***
8. Утвердить и ввести в действие следующие документы:
   1. Перечень подразделений и сотрудников, допущенных к работе с персональными данными, обрабатываемыми в ООО «».
   2. Перечень мест хранения и обработки персональных данных и ответственных лиц в ООО «».
   3. План мероприятий по обеспечению безопасности персональных данных.
   4. Регламент реагирования на запросы субъектов персональных данных, их законных представителей или органов государственной власти.
   5. Инструкцию пользователя информационной системы персональных данных.
   6. Инструкцию администратора безопасности информационной системы персональных данных.
9. Приказ довести до лиц, указанных в пунктах 3, 4, 6 и 7 под подпись.
10. С приказом ознакомить всех сотрудников ООО «», ответственных за обработку персональных данных.
11. Контроль за исполнением настоящего приказа оставляю за собой.

|  |  |  |  |
| --- | --- | --- | --- |
| Директор |  |  |  |